
SOCIAL HACKING
Red Team Operation

We assume the control of

your corporate networks and data!
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E-espionage for information harvesting, 
pentesting, virus modification and 
distribution, fake (mystery) calls, 
phishing e-mails and fake websites, 
phishing via scattering of USB 
sticks. Special topics such as physical 
intrusion attempts are optional.
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Evaluation is carried out clearly and concisely, 
and is not person-related but exclusively 
area-related in compliance with all legislative 
framework conditions. The disciplinary authority 
for civil engineers is the Federal Ministry of 
Justice – as a consequence of this we are 
obliged to obtain prior consent of the executive 
management and works council for the 
implementation of such social hacking services.

You receive an independent 
vulnerability report including a 
catalogue of measures with all identified 
risks for the optimisation of your corporate 
security. An important secondary 
benefit is the direct sensitisation of 
employees in the form of a simultaneous 
awareness and training measure.
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In the form of a red team and according 
to an agreed script between the company 
management and the works council, 
we implement targeted cyberattacks 
and e-espionage activities based on 
valid legislation. The protection of 
personal employee data is prioritised.
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